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FOR IMMEDIATE RELEASE

U.S. Fleet Cyber Command/U.S. Tenth Fleet

holds Change of Command Ceremony
BALTIMORE, Md. – Vice Adm. Michael S. Rogers relieved Bernard J. "Barry" McCullough, III, as Commander, U.S. Fleet Cyber Command (FLTCYBERCOM) and U.S. Tenth Fleet (10F) during a change-of-command ceremony held Sept. 30 at Fort McHenry National Monument and Shrine marking the end of a 36-year career.

The ceremony, presided over by Chief of Naval Operations Admiral Jonathan W. Greenert, served to showcase the numerous accomplishments of the command as a whole while paying tribute to the individuals who have maintained the organization’s success over the past two years.
Greenert said McCullough’s experience and operational expertise made him the perfect candidate to lead the Navy’s newest echelon II command and newest numbered Fleet and raise cyber warfare to the forefront of the Navy’s 21st century arsenal.
“[Cyber warfare is] a new challenge. The next major conflict, we are absolutely convinced, will start virtually. It won’t be a kinetic strike. The first strike will be somebody trying to paralyze information, weapons, sensors or our command and control systems. We have got to be able to command and control our command and control, and that’s what Barry has gotten started with these great people out here at Fleet Cyber Command,” Greenert said. “This command is our defense and our offense.  Their mission is to operationalize cyber.  That’s why we called it 10th Fleet.  That is what we asked Barry to do in this command and he has done it brilliantly.”

Greenert named McCullough's numerous accomplishments during his address, citing the outgoing Admiral's drive for excellence.
“If you know Barry McCullough, you know he likes to take charge and set the high bar of excellence. He has done it his entire career. Who else could lead Fleet Cyber Command?  We needed someone who was ready to go forward take on a new command and do it right,” Greenert said. “When Adm. Roughead as the CNO came here in Jan 2010, he said you are responsible to set the bar of excellence high in this command, so high that it will always stand out as a model.  And as we like to say, mission complete.”
Since taking the helm of U.S. Fleet Cyber Command and U.S. 10th Fleet as their first commander in June 2010, one of McCullough’s highest priorities has been the development of cyber situational awareness similar to the common operational picture used for air, surface and undersea. During his tenure, he oversaw the activation of the 10th Fleet Maritime Operations Center (MOC) that for the first time consolidated operational information across the cyber, cryptologic, electronic warfare, information operations and space lines of operation.  Through aggressive pursuit of technical and data feed options, the MOC provides immediate situational awareness of network health, defensive actions, intelligence capability status and global fleet operations.
 “In two years what he has done is marvelous. It looks exactly like the Blue Ridge that I commanded back in 2006.  He has turned his maritime operations center to look exactly like that which we have in our maritime command centers,” Greenert said.
Providing environmental element awareness of network health, defensive actions, intelligence capability status and global Fleet operations kept McCullough’s team focused to impede the millions of attempts made daily to penetrate network systems afloat and ashore.
“We have to be able to have situational awareness of these assaults in real time to prevent the exfiltration of our intellectual capital that is expensive, technically challenging to create and engineer, and requires a large amount of time, that one resource that can never be replaced, to develop,” said McCullough. “This work is long and hard and crosses a myriad of statutes, regulations, directives, and lines of authority.  That said it must be pursued.”

McCullough also developed and executed a Unified Cryptologic Operations Strategy that significantly enhanced the access for Fleet units to national information databases and the cloud computing environment. This effort dramatically evolved how Navy cryptologic information is shared, the coordination processes and capabilities analysts ashore and afloat use, and the speed in which tactically relevant information is provided to operational decision makers.  These actions revolutionized cyber warfighting tactics, techniques and procedures.

McCullough, who retired from active duty on October 1, expressed at the ceremony great reverence to the men and women at 10th Fleet who worked diligently to set the operational focus for the Navy’s new cyber domain.
“The efforts of the Sailors at Fleet Cyber Command and in our subordinate command structure have put the Navy well in the vanguard of this huge under taking, setting an example for all who work and operate in this new domain,” said McCullough. “I can never thank them enough for their significant effort and accomplishments of the last 20 months.”

At the heart of the ceremony, the formal reading of the official orders brought Rogers to the front where he expressed his admiration and appreciation for McCullough’s numerous accomplishments.
 “We live in challenging times that will call for the best in all of us. And there is no doubt based on what I have seen and what Vice Adm. McCullough has done in the last two years, we will meet that challenge. Adm. McCullough, I thank you for what you have done, not just for the last two years but over the course of your career,” Rogers said.

In his speech, Rogers said that it is a privilege to take command from a superb leader and pledged to keep 10th Fleet focused on future challenges and opportunities.
“You’ve heard Vice Adm. McCullough and the CNO outline the challenges that face us today. For some it might be daunting and there are many challenges ahead of us. But I would tell you in my experience that where there is challenge, there is opportunity. And we are going to exploit that opportunity,” Rogers said. 
Rogers, who previously served as Joint Chiefs of Staff Director for Intelligence, said the mission of 10th Fleet is to operationalize the cyber, networks, electronic warfare, information operations and space domains to ensure they Navy maintains its operational advantage.

“Our job is to maintain dominance in those areas at the time and place of our choosing and to forestall others ability to do the same, Rogers said. “I am confident in our ability to do that, and I look forward to the challenges ahead.”
In closing his speech, Rogers spoke directly to the men and women of 10th Fleet.

“I promise you my best. You deserve nothing less, and I promise I will be there for you. I ask the same of each of you and I thank you in advance for that hard work and I also thank you for the hard work that has brought us to where we are today.
U.S. Fleet Cyber Command serves as central operational authority for networks, cryptologic/signals intelligence, information operations, cyber, electronic warfare and space capabilities in support of forces afloat and ashore; directs Navy cyberspace operations globally to deter and defeat aggression and to ensure freedom of action to achieve military objectives in and through cyberspace; organizes and directs Navy cryptologic operations worldwide and supports information operations and space planning and operations, as directed; executes cyber missions as directed; directs, operates, maintains, secures and defends the Navy's portion of the Global Information Grid; delivers integrated cyber, information operations, cryptologic and space capabilities; delivers a global Navy cyber common operational picture; develops, coordinates, assesses and prioritizes Navy cyber, cryptologic/signals intelligence, space, information operations and electronic warfare requirements; assesses Navy cyber readiness; manages man, train and equip functions associated with Navy Component Commander and Service Cryptologic Commander responsibilities; and exercises administrative and operational control of assigned forces.

U.S. Tenth fleet serves as the Number Fleet for Fleet Cyber Command and exercises operational control of assigned Naval forces. The command coordinates with other naval, coalition and Joint Task Forces to execute the full spectrum of cyber, electronic warfare, information operations and signal intelligence capabilities and missions across the cyber, electromagnetic and space domains.

For more information on U.S. Fleet Cyber Command go to:  http://www.fcc.navy.mil/
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